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Enable practical privacy-preserving analytics
on big data with Multi-Party Computation
filler

Advance technology 
& readiness level
ÅMPC core performance 
ÅMPC frameworks
ÅMPC + differential privacy
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Position MPC in data 
protection and privacy 
laws (GDPR)
Å appropriate technical measure 

Å encryption / de-identification

Å demonstration of privacy by design

Provide insights into 
end-user barriers and 
opportunities of MPC
Å patients care about trust > technology

Å end users need process over tool

Å how we talk about trust is important

Demonstrate feasibility 
of MPC in healthcare
Å predictive modelling

Å Kaplan-Meier survival analysis

Å benchmarking quality of care

Enable MPC-based 
machine learning
Å logistic regression

Å neural networks

Å ridge regression - 11M records!

Å decision / regression trees
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Train logistic regression model for
chronic heart failure survival risk

12 attributes 
3000+ patients


